1. First: web.php
2. Route::group(['prefix'=>'admin'],function(){
3. //login route
4. Route::get('/login',[LoginController::class, 'showLoginForm'])->name('admin.login');
5. Route::post('/login/submit',[LoginController::class, 'loign'])->name('admin.login.submit');
6. // logout route
7. Route::post('/logout/submit',[LoginController::class, 'logout'])->name('admin.logout.submit');
8. // forget password route
9. Route::get('/password/reset',[ForgotPasswordController::class, 'showLinkRequestForm'])->name('admin.password.request');
10. Route::post('/password/reset',[ResetPasswordController::class, 'reset'])->name('admin.password.update');
11. });

2. step 02: app\ config.php:

'guards' => [

        'web' => [

            'driver' => 'session',

            'provider' => 'users',

        ],

        'admin' => [

            'driver' => 'session',

            'provider' => 'admins',

        ],

providers' => [

        'users' => [

            'driver' => 'eloquent',

            'model' => App\Models\User::class,

        ],

        'admins' => [

            'driver' => 'eloquent',

            'model' => App\Models\Admin::class,

        ],

 'passwords' => [

        'users' => [

            'provider' => 'users',

            'table' => 'password\_resets',

            'expire' => 60,

            'throttle' => 60,

        ],

        'admins' => [

            'provider' => 'admins',

            'table' => 'password\_resets',

            'expire' => 60,

            'throttle' => 60,

        ],

    ],

## step 03: Middleware\Authenticate.php

protected function redirectTo($request)

    {

        if(Auth::guard('admin')){

            if (! $request->expectsJson()) {

                return route('admin.login');

            }

        }else{

            if (! $request->expectsJson()) {

                return route('login');

            }

        }

    }